ABSTRACT

This study focuses on analyzing the provisions of the Computer Crimes Act, No 24 of 2007 and
examining how efficient the available provisions of the said Act are in order to deal with the
issue of cyber terrorism. Further, this study tries to explore the drawbacks on the Computer

Crimes Act No 24 of 2007 and suggests recommendations to present Computer Crimes Act of

Sri Lanka to effectively deal with prevention of Cyber Terrorism.




